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System Requirements

Windows Server 2008 SP2 (64 bit), Windows Server 2008 R2 SP1,
Windows Server 2012 or Windows Server 2012 R2

NET Framework 4.5.2

Minimum 2 GBRAM

Minimum 1 GB free Memory

SQL Server 2008 SP3/2008 R2 SP3/2012 SP1 (SQL Server 2012 Express is
included on our DVD and can be installed if necessary)

Installation in a virtual environment (VMWare, CitrixServer, HyperV) is
possible.
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Welcome to the Clever IT-Management

We are pleased that you have decided to purchase our Management Suite and
would like to thank you for the confidence you have placed in the baramundi
software AG. Your queries, comments and suggestions are welcome—during the
first steps, as well as later in dealing with more complex projects.

The following pages present step-by-step information about a first test
installation of the baramundi Management Suite. Should you have any further
questions regarding the handling of our Suite, please contact the baramundi
support team.

You never worked with a client management system before or do not
know the baramundi Management Suite at all? In this case we recommend our
introductory workshop at your premises, held by our consultants. Afterwards, we
offer a four-days essentials course in order to use the baramundi Management
Suite in the best way.

You already do have experiences in working with baramundi Manage-
ment Suite? Then keep your knowledge up to date. Our training staff is able to
offer you a broad range of technical training. Read more about the topics and
dates of the baramundi trainings on www.baramundi.com/training.

You are going to automate a complex software project and looking for
support? We'll gladly give you advice!

The fastest way to reach us is to call by phone or to send an e-mail:
Training:  service@baramundi.com +49(821)56708-16
Support:  support@baramundi.com  +49(821) 567 08-500

Sales: sales@baramundi.com +49(821) 567 08-300

Welcome! We wish you every success with our baramundi Management Suite in
your company.

With kind regards, your
baramundi software AG



Installation of a Demo Project

For a first introduction to the world of baramundi, please follow the steps
described here. For a productive installation of baramundi Management Suite,
you should follow the steps in the manual.
1. A Windows Server 2008 R2 SP1/2012 R2 system is prepared
(Virtual system or physical hardware)
2. NETis prepared
(Server Manager/Features/Enable .NET Framework)
3. If aSQL Server is available, skip the next step.

Requirements Installation

4. Call the StartCD.hta from installation disk.

5. Start the installation of MS SQL server in the language you wish. All
necessary settings are already pre-defined, therefore do not make any
modifications.

baramundi Management Suite Installation

Go back in the HTA. Please, read the bMS installation instructions.

6. Get the installation started via HTA.

7. Select the standard installation within the Components dialog.
(baramundi Management Suite is now installed on your system)
Once installation is complete, the Start database manager dialog appears.
Click Finish.

(The baramundi Database Manager starts)
8. Select Create new database.
9. Enter the access data for SQL server:
o Database Server: . \SOLExpress
o LoginID: sa
o Password: baramundi-2008
o Database: mybaramundi
10. The local SQL paths are specified in the next dialog. Create a folder
C:/bMSDatabase and enter this path in the dialog:
o Database Medium: C: \bMSDatabase
o Log Medium: C: \bMSDatabase
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1. Enter under License Information your company’s name and click Next.
If your bMS server has direct internet access, confirm the Internet
Connectivity dialog with Next. Otherwise enter a proxy server, here. You can
change these settings later on.

12. In the Domain Configuration dialog, enter the users that will be used by the
baramundi server and the baramundi agents.

Important: Enter a Windows account that has administrative rights.

Tip: If you are using a standalone server for the test, enter the server name
under Name, enter Workgroup as the Type, and specify a local administrator
account.

13. Define a global unlock password.
(Global Unlock Password: baramundi)

14. Confirm the BMA configuration, Application Usage Tracking and Setup
download jobs dialogs with Next.

15. The Setup DIP dialog automatically creates an empty folder structure on
your system and enables it for network access. Activate Create DIP Structure
and confirm the dialog with Next.

16. The subsequent dialogs are all confirmed with Next and Finish.

(A DIP file structure and a database are created)

The setup is then complete and may require the system to be restarted.

GSIT/5| M & baramundi management Suite Database Manager. X

License Agreement = BMA configuration

Please read the following importart information before continting Configure the baramundi management agert

Please read the folowing License Agreement, You must accept the tems of this [V {ctivate automatic installation and update]

agreement before continuing wih the instalation. [ ottty

Lizenzvereinbarung = i tem”

[V Enable management agent tray menu tem “Show logfile”

1 der nstataton der baramunci lanagement Sute (nach olgend “Produst) 17 [ —

lerkennen Sie (nachfolgend "Kunde”) die Lizenzbedingungen, die durch die

[baramundi software AG (nachfolgend "baramundr’) festgelegt wurden, an.

Nachiolgende Lizenzvereinbarung git ausschietich fir den Einsatz der

| Testversion des Produkts zu Evaluierungszwecken und nicht im Falle der ;‘ N T B L T O e T T T e B TSR

@ {gccept the agresment, s 3 settings.

1 do not accept the agreement

< Back Next > Cancel < Back Next > Caneel

Fig. 1: License Informationen Fig. 2: BMA Configuration
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First Start

Time, to get into a new world of client management: The link to baramundi
Management Center is located on the desktop. Launch this and in the dialog that
appears, click Connect. The baramundi Management Center opens.

A click on the suite’s logo (top-left) opens the start menu. There you
will have access to all bMS modules. Via Server State you will see the system
conditions.

baramundi Server Start. ~ Select the State in the start menu. On the right hand you
will see the main server. If there is a yellow warn triangle to see, that means not
all server services are running. In this case extend the status view via a click on
the right arrow in front of the server name. As a result, you will see the bms and
bms . net services. Via the scroll menu behind the service names you are able to
start these services. After a successful server start the icon in frond of the server

will change to a green check. Your server is running, now.

General

8 Joos User

Taemdt@bmsdemolocal

@ Environment
@ software

£ Operating Systems
H inventory

B Compliance

© Patches

14 Extensions

R, Configuration

P search

& personal Settings
B

Lbmsdemolocs!

15105712

15105712

Info

Server status

v v red-w2012r2-0Lbmsdemo.local

v bms v
+ Communicator v
 ClientMgmt ~
 Scheduler v
¥ PXESupport
v DPSyne v
 AgentDeploy v
 DBMaintenance ~
+ WebServer v
 Downloader v
 FileConnector
v ADSync v

>+ bmsnet v

Sligitsprifung in 23 Sebunden, nachste Prifung auf o

(ufende Jobs: 0, letze Prifung am 130

Fig. 3: Module States
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In case you have an internet connection, extend the state of your bMS service,
also. The service components Downloader and FileConnector will update
several inventory data. This fist time update could take some time. Please wait
until the FileConnector displays the /dle state.

You'll find a detailed description within the baramundi Managment Suite user
manual.

Getting Started

These pages briefly describe how quick and easy client management can be with
baramundi. Of course it is also possible to reproduce very complex requirements,
too. You can find more information about mobile devices in our user manual, the
online documentation (called up with the F1 key), the baramundi user forum
(only available to customers) and of course in our training courses.

Creating a Client

There are many options for adding computers, from ADSync to Excel tables.
This is just one: Open the start menu in the Environment module. Select the
Logical Groups node. Click on New—Windows Device within the action bar.

53] W create et job step x|

‘This wizard guides you whi adding an actionto a job. Please
select the action to add.

The job wizard wil guide you through the creafion of a job to
dtrbute software or make an inventory.

e Install software

b Deinstallappiication

[ Perform invertory:

T Deploy Mcrosoft patches
& Update Managed Scftware
T Execute backup

© Create image backup

€ Maniage Gl server

5 Deploy energy policy

s Execute severside sction
[ Exeoute Compliance Scan

Name

[Seftwere Deploy Jotl

T lobtype
[Active (Server cortacts ciierts) =l
Valdty

[resices

¥ Express mode
b You only have to provide minimum data. To specy 2 Depi
P ’V extended mmg:':mu have to tum off mm: mode. v .juu‘yup‘ev‘al‘\ng oytem Z
i v
s s
Fig. 4: New Job Fig. 5: Job Steps
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Performing Software and Hardware Inventories

Open the start screen in the Jobs module. Click on New—Jobs within the action
bar.

The next dialog shows the different job steps. Select Perform inventory,
then Software Inventory Template and confirm with Next and Finish (Fig. ).

Select the just created job and click on Assign in the action bar. To keep it
simple, in the assignment assistant just select Logical Groups and click on Next.
Afterwards please check whether your server is shown as the single possible
selection. Then finalise your settings by clicking on Finish.

To watch the job execution just double click on the job itself. The jobs own
view will open and you will see a list of all assignments for this job. Again, select
your server from this list. Within the detail field right-hand you are able to watch
the job execution. The Conditions informs you about the currently activity. The
Job Steps shows the progress of the complete job.

Via the detail field you can directly change to your target system: Click on
the name behind the device. There you can watch the job execution, too. To do
so, change in the Assignments/Jobs view.

ent X

+ Newv G Refresh

Envionment > Logical group v Konzem EuropaAG v

[B5 Konzern Europa AG

~ Logical group
155 - - - Neue Rechner - - -

8 Citix Server Fam Content  Ovenvew  Assignments  Assignments (5MD) | Software | Software (oMD)  Windows compliance  Assets

v [ KomemEuropa S 11034 ®
> = Augeburg “
Installed sofware
> I Berin (e o
= London (2 —— E— Verston[ 11} T
& waid ) baramundi Appilkation (5)
> B Manchen 4 2R S z
e § baramundisofwars A EDS.Display 16801050 3261t 60Hz 74 1
= Wien 1 Sysintemals EGinfo. 30 e 3
> 5 Mittetond Max Meier. | paramndi OS-nstal(4)
15 MobilDevices 3 3com /3020110 Mops and 10/100 bps PCINIC Famil 0431.00000 o« 1
155 Testumgebung. ¥ intel 4001001 "4 1
> Dynamic groups il 5021001 z 1
H Microson. Vindows XP Professional P2 e 1
> Static groups
) Notcategorized (169)
> Active Directory users & gr... | (4 Browser Firefox - & E
3 Microson once 2003 - 74 55
b RESZinEy i Microsott offce 2007 = & s

Fig. 6: Software View
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Please, stay for another moment in the server tab: Change in the Inventory/-
Software view, now. Here, you will find under Not categorized the software
installed on this computer. Now you can familiarize yourself with the convenient
baramundi user interface by clicking through the individual tabs, using the link to
the job and back to the client. Try a hardware inventory job and a first software
deploy job.

Deploy an Application

baramundi is providing ready-made software packages. You can find these
packages under Software/Managed Software.

Select here Managed Software/Products/Windows Update/Root Certificates
and there the most current version. Edit this element and set in the Manged
Software tab the Release state to released. The package will be downloaded
automatically and ready to deploy. Create another job now and select Install
Software. Here, you can select from your released Managed Software and install it
on your clients. That's the easy way of deploying software.

Mobile Devices

Smartphones and Tablets have long since become part of our everyday working
life. Currently, Android-, iOS- and Windows Phone-devices can be managed

by our suite. Such mobile devices do not have the same characteristics as
PC-Systems. Therefore, you will need to make a few preparations. To do so, open
the Configuration module in the baramundi Management Center and in there the
Mobile Devices view.

Push Services

Apple-Push-Services will be used in order to manage iOS-devices. To communi-
cate with these services (server) ports 2195/TCP and 2196/TCP as well as (device)
port 5223/TCP should be available. For Android Google Push Service is needed.
Here, ports 5528, 5529 and 5530/TCP can be used. Please configure your firewall
settings to allow those ports.
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R, Configurtion X
7 it

Mobile Devices

Sender address

ing@gmailcom

Interfaces

Certification authorities User name

> Security Management Password

Domains
P Networks Gateway

> DIP Management

Gateway mode. No gateway .

AD Synchronization Cuteway st rame

Lock Manager Enable gateway enroliment
Event Viewer Gateway SSL certficate

Variables Gateway

nt cerifcate

Boot Environments

A

DB Maintenance Jobs
Download Jobs. Port for communication
Audit Log Centificate download port

Tools Port for IPA dowrload

Verify Values. Set Encryption Password

Fig. 7: Configuration/Mobile Devices

MDM Server

Mobile devices issues an individual certificate to each managed device, during
registration. Via such a certificate, devices can be clearly identified later on. In
order to do so, a so called Certificate Authority (CA) is needed.

Certificate Authority.  When using Mobile Devices, there have to be a Certificate
Authority. It can be created by clicking Create SSL Certificate Authority. For backup
purposes, a certificate can be exported by using the arrow-button. There is no
support for external Certificate Authorities.

Server FQDN (optional).  In here, the SSL certificate for a secure communication
between devices and the Management Server has to be created or imported. This
certificate will be issued to the servers FQDN. If you do not want to use FQDN, an
alternative name or IP address has to be given into this field.

The steps described below are procedures for systems with IIS 7.0. @
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1. Click Activate Verification of the Server Identity on the First Connection option.
2. Under Server FQDN click Create SSL certificate and save the certificate.
3. Open thellS management console (inetmgr.exe).fi
4. Select your server and double the click Server Certificates.
5. Under Actions (right) Import.
6. Insert the path to the certificate, you saved before. (leave password blank).
7. Change to Sites/Default Website node and open action Bindings.
8. Edit here https-settings. If not available, yet: https Add.
o Type: https
o |PAddress: All Unassigned
« Port: Give here the chosen port (default: 443).
o Host Name: Select bMD SSL Server [SERVER] and confirm.

Ifyou are using an internal CA: Ignore any errors about not verifiable certificate @
chains which occur.

Parallel operation with other applications: Standard ports for http (80) and https E]
(443) used by bMD can be adapted if needed by other applications on the same
server. Call our service in such case.

SSL Communication: During establishing a standard SSL connection, an exchange
of a list of so-called «Trusted Root Certification Authorities» takes place, usually.
Because of a bug in Windows Server, that list will be transmitted uncomplete.
In order to negotiate that problem, the following registry value has to be set (if
necessary created before):
HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Control
\SecurityProviders\SCHANNEL”SendTrustedIssuerList”=dword:00000000

Applei0S

Apple Push Certificate. ~ To get a certificate, follow the next steps (An Apple Push
Certificate is valid for 12 month, per default. After the expiry of that period, the
certificate has to be renewed):

1. Create a new certificate with a click on Create APN CSR.

2. Save the created bCert-file.

3. Send this file to: bmd@baramundi.com

*  The IS Management Console is not part of a standard installation. Please add the
1IS role with 1IS Management Console component. No further components are needed
for the following steps.
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What's an Apple ID?

An Apple ID is your user name for everything you do with Apple

Shop the iTunes Store, enable iCloud on all your devices, buy Changepieler el ea b rvacy

settings, and keep your details current.
from the Apple Online Store, make a reservation at an Apple

Retail Store, access the Apple Support website, and more. Reset your password »

Learn more about Apple ID »

@ m —
Signing up is quick, easy, and gives you

access to all things Apple.

G m ‘ ]I . H' Find your Apple ID »

Fig. 8: Apple ID

Your file will be signed by baramundi (as MDM vendor) and sent back to you. The
signed file is to be used for further processing on Apple’'s website. In order to get
into that procedure you'll need to have an Apple ID (go to 6 if you have an ID):
4. Browse to https://appleid.apple.com
5. Please fill out the fields and confirm your account details and if you have
an Apple ID (Fig.B),
6. Browse to https://identity.apple.com/pushcert and
7. Log on at the website.
8. Click on Create a Certificate.
9. Accept the «Terms of Use» and
10. Upload your baramundi-signed file to the Apple server.
11. Then, download the certificate.
12. Adopt information via Import APN certificate at Apple Push Certificate.
13. Save your settings and restart the MDM server.

Google Android.

To create Android functionalities you'll need a Google code account. With
this account it should be possible to get all the information for reaching the
API-console.
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« Use Google APIs beyond anonymous limits
« Monitor API usage and control AP| access

Creating an APIs project willlet you I
« Share API management with a team

Start using the Google APIs console Create a server key and configure allowed IPs

to manage your AP usage
This key should be kept secret on your server.

Every AP request is generated by software running on a machine that you control. Per.user limits will
be enforced using the address found in each requests usexTp parameter, (if specified). If the userTo
> ‘ parameter is missing, your machine’s IP address will be used instead. Learn more

Accept requests from these server IP addresses
One IP address or subnet per line. Example: 192.168.0.1, 172.16.0.0/16, 2001:db8: 1 or 2001:db8: /64

Create project... I m Cancel

Fig. 9: Google’s APl Console Fig. 10: Server Key

Google Projekt ID & Google API-Key.  The following settings are about Google’s push
services. Therefore, you'll need a Google code account to use it.

1.
2.

o v A~ W

Browse to https://code.google.com/apis/console
If you do not have a Goolge Code Account already, register with any e-mail
address at this website.

. Logon.

. Click Create Project if you did not create a project, already.

. Open the Overview side. Copy the Project Number.

. Paste that number into the bMC Configuration tab under Mobile Devices in

the Google Project ID field and click Save.

. Select APIs & auth in your browser. More sub listings will be shown; you are

now under API.

. Activate Google Cloud Messaging for Android and confirm the terms of use.
. Now click Credentials within the APIs & auth area.
. Click Create New Key under Public Access Key. Then, select a Server Key and

click in the following dialog on Create.

. Copy the APl Key and paste it into the bMC Configuration tab under Mobile

Devices in the Google API Key filed.

. Save your settings and restart the bMS-Server-Service.

Windows Phone

To manage Windows Phone devices, an Active Directory Synchronization has to
be done in the Configuration module under Active Directory Synchronization.
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Device Enrollment

Platforms differs substantially from one to another. That's why acquisition and
registering have to be done differently, too.

i0S Device Enrollment

In getting iOS devicesf] managed by the baramundi Management Suite, proceed
as follows:
1. Open the Environment module and select the Logical Group there.
. Click in the action bar on New—~Mobile Device.
. Give your new device a Name.
. Choose the appropriate Platform (here Apple iOS)
. Save your settings and leave the dialog open.

[ I N N

Once you have saved your settings, the device will be visible within the
Management Center. But it can not be managed, yet (to see by the statement

* and modern iPod-devices, too

Add a new device

Fig. 11: Enrollment
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Unmanaged within the row). The following settings need to be done on your
mobile device, directly.

1. Start up the mobile device.

2. Get connected with the Internet.

3. Browsef] to the address, given under the Info field.

4. Install the profile.

After a successful installation the Unmanaged state within the Management
Center changes to Managed. Your mobile device can be managed by baramundis
Management Suite, now.

Android Device Enrollment

To get Android devices bMS-managed, proceed as follows:
1. Open the Environment module and select the Logical Group there.
2. Click in the action bar on New—~Mobile Device.
3. Give your new device a Name.
4. Choose the appropriate Platform (here Android)
5. Save your settings.

Once you have saved your settings, the device will be visible within the bMC. But

it can not be managed, yet (clearly to see by the Unmanaged statement within

the row). The following settings needs to be done on your mobile device, directly.
1. Install the baramundi Mobile Agent from Play Store.

. Start the agent and begin registering.

. Edit the server- and code settings and confirm with Enroll.

. The Browser opens and the management profile will be shown.

. Install the profile.

. Now, close the Add-dialog within the Management Center.

. Open the App.

N o v A wWwN

In this case, it is important to ensure that an installation from unknown source is
enabled in your device settings.

8. Activate the device administrator and
9. Register the baramundi Agent to the Management Server.

*  As far as your mobile device has an e-mail address, just send this link via e-mail.
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To get registered give the server name and the registration code (you found both
information in the Add Device dialog). After that procedure your Android device
will be ready to be managed. You will see it under Environment/Logical Groups.

Windows Phone Registration

To enroll Windows Phone based devices, an Active Directory synchronisation
has to be done. An AD user needs to be assigned as the device owner. The user
password will be used for authentication during the enroliment process. In
getting Windows Phone devices managed, please register the company app first.
1. Within the device settings, select Company Apps.
2. Here, select Add Account.
3. Give the E-mail Address of an AD user. (or: DOMAIN\USER@DOMAIN. LOCAL)
4. Give the User Password and select sign in.

Additional input field will be displayed. The name of the bMS-serverfj (.../IP/URL)
has to be given under Server. Now, if you sign in again, the process may complete.
Then install the baramundi Management Agent from the Windows Live Store and
go on with these steps:

5. Start the baramundi Management Agent..

6. Indicate the necessary informationffl for Server and Token.

7. Finally Activate your device.

A successful registration will be displayed by a message within the app and a
change of state within the Management Center.

Deactivate/Remove Devices

No longer needed enrolled mobile devices can be deactivated or deleted. In
either case: such devices have to be enrolled again before re-using. However,
while deleted devices will be completely removed; deactivated devices will keep
their data base information, but cannot execute jobs any longer.

To clear all bMS-entries on mobile devices itself, the profile has to be
removed. Deleting profiles of iOS devices means, all deployed apps, settings,

This information you'll find within the Add-dialog of your mobile device.
1 Either manually or via the integrated QR scanner.
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WiFi-connections and so on will be deleted.

If you wish to delete the baramundi Agent, you must deactivate the
device administrator, first. As long as the administrator stays active, it will prevent
all attempts to remove the Agent. Under Windows Phone it is neccessary to
delete the account within the settings (Company App).

Jobs

The idea of enrolling mobile devices is, deploying jobs via bMS to smart phones
and tablets to install/deinstall apps or profiles, read out hard- and software
information or lock/unlock/wipe mobile devices. This is — similar to bMS — by
using jobs.

Creating Jobs

A mobile device inventory job shall be given as an example:
1. Go to Jobs/Mobile Devices (see Fig. 12) node.
2. Select New—Job for Mobile Device action.
3. Give the job an unique name and select Perform Software Inventory job
step and finish the job.
4. Select Assign Device action.
5. Add the device to the right side list.

Stay in the job. In the Assignments/Devices node you can watch the job execution.
Once, the inventory has been finished the result will be displayed under
Environment within the Installed appsfj view.

More Information

More information about baramundi Mobile Devices, e.g.
o App Deployment
« Profile Configuration
o Compliance Management

*  There are no iOS devices system apps shown
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5 ~Development
5 Betibsystemjobs
55 Gt Servertarm Jobs
5 Inventarserungejobs
= Mobile Devices
5 Other obs
55 Patch Updte Jobs
5 Recovery Jobs
=

£ Organize v [ Open | v
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+Newv G assion| v

[B5 Mobile Devices

» 5 Software Deployment

Assignments
nE Y Nome T Include sub foiders g Reset Filtrs
] [ = e s o
£¥ Gerst zuracksetzen
2 £¥ Install Apple i0S app ‘Adobe Reader’ (App Store) Instals ..
3 £¥ INSTALL PROFILE Testprofile’ Instals
B A Control Lt V323 Lokl nsale.
5 £¥ Installiere Apple 05 App ‘Adobe Reader’ (App Store) Instalie.
6 £ Instaliere Apple 105 App ‘Adobe Reader (App Store) Instale.
7 £ Installere Windows Phone 8 App 'bMC for WPB' V.10 (L. Instalie.
8 2 Installiere Windows Phone 8 App 'HRS Hotel Search’ (App. I st
9 £F INV: HW-lnventur I
£ I —
1 £ LockDeice samlic
12 £} Lésche Android App 'Air Control Lite Deinstal
5 ¥ Losche Appl 05 App Adabe Readr Deist..

State | Job Repetitions

Nene
Nene
Nene
Nene
Nene
None
None
None

Unlimited
None
None

ﬁ INV: Software-Inventur (bMD)

Repettion 1y
Repeatonermor  No

Assign to new devices Yes

Showinkiosk No

Execute job regardies of the compliance state
Kiosk descipton

Description Furt eine Inventur der Software:
mobiler Gerste durch

Job step
£ 1 Determine nstlled softnare

Fig. 12: Jobs for Mobile Devices

you will find in our user manual, within the Start Menu under baramundi
Management Suite/Documentation.

Communication Schemes

The following schemes illustrates used ports of the baramundi components.
Figure fi3: Basic Communication
Figure fi4: Gateway Communication
Figure {3: TMG Communication
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baramundi Management Suite 2015R1 — Mobile Devices direkte Endgerdtekommunikation /
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** SSL Verbindung nur mit gitigem Zertifikat moglich. / SSL connection requires a valid certificate
*+* wenn ein Proxy in der bMS/Downloader konfiuriert ist, dann werden diese Proxy Settings verwendet / if a proxy is configured in the bMS/Downloader configuration the proxy settings will be used
+++* es werden die IntemetExplorer Proxy Einstellungen des Benutzers der BMC verwendet/InternetExplorer proxy settings of bm user are used

ect communication

Fig. 13: Communication Scheme (Basic)
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/ Port(range)
igem Zertifikat mdglich. / SSL connection requires a valid certificate

** SSL Verbindung nur mit gi

“** wenn ein Proxy in der bMS/Downloader konfiuriert ist, dann werden diese Proxy Settings verwendet / if a proxy is configured in the bMS/Downloader configuration the proxy settings will be used
+#+* es werden die InteretExplorer Proxy Einstellungen des Benutzers der BMC verwendet/IntemetExplorer proxy settings of bme user are used

Fig. 14: Communication Scheme (Gateway)
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** SSL Verbindung nur mit giiltigem Zertifikat maglich. / SSL connection requires a valid certificate

“** wenn ein Proxy in der bMS/Downloader konfiuriert ist, dann werden diese Proxy Settings verwendet / if a proxy is configured in the bMS/Downloader configuration the proxy settings will be used

*+** es werden die IntemetExplorer Proxy Einstellungen des Benutzers der BMC verwendet/InternetExplorer proxy settings of bmc user are used

..... Das TMG kann auch Clientzertifikate gegen eine CRL Url prifen! Wenn dieses Feature aktiv ist, muss der CRL Port auf 80 konfiguriert sein. can also check clientcertificates against an crl url. CRL Url for client
certificates is always against Port 80! If another port ist used, configure TMG to .Do not check client certificates against CRL*

Microsoft Threat GatewayGateway / with TMG

Fig. 15: Communication Scheme (TMG)

Quick Guide | 22



Legal Information
Copyright © 2015 baramundi software AG.

Beim Glaspalast 1 - 86153 Augsburg, Germany
Tel: +49 (821) 5 67 08 - 0 « Fax: +49 (821) 567 08-19
www.baramundi.com « info@baramundi.com

All rights reserved.

The software and manual have been created with the greatest care. However, we make no
guarantee that the software, supplied data or manual is free from errors. Because
modifications have been made to the software since the manual went to print, situations
and procedures described in the manual may differ from the software.

No part of the manual may be reproduced in any form (printout, photocopy, microfilm or
any other procedure) or processed, duplicated or distributed using electronic systems
without our prior written permission.

Note that the designations and brand names used in the manual are the property of their
respective owners and are, generally speaking, subject to trademark, brand-name and
patent laws.

baramundi Support

We are always happy to answer any questions you may have about baramundi
Management Suite:

Tel: +49 (821) 5 67 08 - 500
Fax: +49(821)56708-19
E-mail: support@baramundi.com

Our support team is available Monday to Friday, from 8.30 to 17.00 Central European Time (
UTC+1). During a test installation, baramundi support is available free of charge.
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